1. Ransomware Detection using Deception Models – 16th November

Questions:

* What specific ransomware strains were used to produce the data sets, and how do they reflect the diversity of real-world ransomware encounters (especially understanding how to reduce error and possibly recognize many types of files)
* Can the study provide insights into the potential implications of its findings for the development of more effective ransomware detection methods, particularly on entropy classification for values of finding more effective ways to compare files and classify them?

1. Understand humans approach to Reverse Engineering – 23rd November

Questions:

1. Private data inference from Social Networks – 7th December